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1	Overall description
SA3 thanks CT4 for their reply LS on Header Enrichment for HTTPS in PFCP (CT4-214531) and provides the following feedback.
Thanks for the explanation of the endpoint. SA3 would like to clarify that if the endpoints is in the 3GPP domain, then all the sensitive information could be sent to the endpoints. If the endpoints is outside 3GPP domain, then the following parameters that are the permanent ID of UE can be not sent to the endpoint from the security point of view: MSISDN, IMSI/SUPI, IMEI. 
The other parameters related to the user privacy could only be sent out if the user is consent: UE IP address, User location, etc.
2	Actions
To CT4 group. 
ACTION: 	SA3 kindly asks CT4 group to take the above feedback into account.

3	Dates of next TSG SA WG 3 meetings
SA3#106	7-11 February 2022	TBD
SA3#106-Bis	4 - 8 April 2022		TBD

